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Thank you for evaluating BOWatch by DevPoint Software!





About BOWatch


BOWatch will detect and eliminate Back Orifice.  Back Orifice is a trojan horse program released on July 31, 1998 by a group of hackers called Cult of the Dead Cow.  Their purpose in releasing Back Orifice was to show security weaknesses in Windows 95/98 - they were quite successful.  If Back Orifice is on your computer, a person from a remote location can access your entire computer.  They can view private files, monitor your activities, and corrupt or delete your system.  BOWatch will keep your computer safe and your information private by monitoring your system for Back Orifice continuously and invisibly.





Installation


To install BOWatch, first unzip bow12.zip (you probably already did this).  Then, run BOWatch12.exe and press the Unzip button.





Usage


To use BOWatch, just run the file BOWatch.exe.  This is the only time you have to run the program - BOWatch will continue to monitor your system for Back Orifice until you exit Windows, and will automatically restart when Windows restarts.





Evaluation Period


The evaluation period for BOWatch is 14 days.  If you would like to continue using the program after 14 days, you must register.  The cost is $13/copy.  If you are interested in a site license, please contact dpsoftware@usa.net for special pricing.  To register, visit http://welcome.to/devpoint





Distribution


You may freely distribute BOWatch only in it's full, original form.  (The only file that may be distributed is bow120.zip.)





Contact


If you have any comments, questions, or problems with BOWatch, please contact us by e-mail at dpsoftware@usa.net.  You may also visit our website at http://welcome.to/devpoint.





Uninstallation


To uninstall BOWatch, first press Ctrl+Alt+Delete.  Find the text BOWatch, click it, and click End Task.  Then, delete the directory where you installed BOWatch.  The program is off your system.
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